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                          DAUD AHMED       Na     

Cell: +92 316 1707201 | Email: daudahmed@zoho.com   

    

                          OBJECTIVE        

Seeking an opportunity to work in professional sector to help the company towards success.            

     GOALS     

• Expand professional knowledge and training.   

• Try to make an impact in world by innovating in computer science.   

• Improve work performance.   

• Gain new experiences.   

Educational VISTA    

1. Bachelor of Computer Science (Hones), COMSATS University Of Information Technology, Islamabad,   

Pakistan    

• 2016 - 2020                                   Current CGPA: 3.45        

 

PROJECTS    

1. SHOP.COM an online ecommerce website on MEAN STACK. Bootstrap 4 was used for front end 

designing that provides our visitors to open their own shops and buy the products.   

2. DARKBOT an automated threat intelligence engine saves businesses time from manual processes while 

automatically updating threat data in real-time for effective decision making. CISO’s and key 

stakeholder. In light of previous incidents in the past and the ongoing incidents, an automated threat 

intelligence engine is required to fulfill the gap and saves all the manual work of dozens of resources 

working full time on this. Whenever a company or an organization gets hacked or their data gets 

compromised, there is always a forum on dark web or a private channel where that data is being sold and 

the organization doesn’t even know about it. An automated threat intelligence engine will cover all the 

forums and channels (from dark web and deep web) and the companies can search their company names, 
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domain names, Bin numbers, Employee id etc. to see if their data is being sold anywhere or not and take 

a proper action to prevent further leakage of data and inform the concerned authorities about the data 

leak. This engine will also profile the people who are selling these try in order to trace the identity as 

accurate as possible. This engine will also be used in the INCIDENT RSPONSE handling as it can be 

used to search the leaked data over the dashboard of this engine to see who has access of this data and 

where it is being sold.   

3. SOC that helps the security analysts monitor the environment 24×7 and provide managed security that 

helps you harden and defend your IT infrastructure. This is built with MEVN stack.  

  

Experience  

  

1. Working as a Software Engineer in Tranchulas Pvt Ltd.  

• June 2019 - Present  

Skills   

• Assembly Language  

• GitHub 

•  Elk Stack 

• C/C++   

• Python   

• Java   

• Django   

• Full Stack   

• Bootstrap-4   

• JavaScript   

• PHP 

  REFERENCES    

Can be made on request.  


