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619-602-1097

I.T. Security Engineer


I.T. Security Engineer with over a decade of accomplishments as a technical

project leader for complex networks and system design. Security Professional

with notable success leading and encouraging teams to implement a broad range of initiatives

that include planning, analyzing and implementing security solutions to accomplish

mission objectives.


Demonstrated ability to implement innovative programs that increase security


awareness, analysis and development.

Hands-on experience of all stages of IT, including project management, programming, system administration, and securing networks.


Proficient at developing sound policies and procedures, project


documentation, and technical specifications.

Core Competencies

Leadership ● Project Management ● Management ● VMWare
 ● Security Assessment ● Penetration Testing ● Firewall Management 

● IDS management ● System Administration ● Risk Assessment and Mitigation

● Patch Management ● Cloud Computing and Services
Education and Credentials

Professional Training and Certifications

Microsoft Certified Professional Engineer (MCSE)

Certified Ethical Hacker (CEH)

Professional Experience

University of California San Diego





2012-Present
Information Technology Security Engineer

San Diego, CA

Successfully implement a campus wide Enterprise Anti-Virus solution for customers. 
Manage Tivoli Endpoint Manager Server, Console, and relays which support over 10,000 clients. 

Provide Tivoli Endpoint Manger Software as a Service through Remote Desktop Application Publication.
Manage Cisco switches and FWSM ACL’s. 

Teach monthly training session on Tivoli Endpoint Manager to new customers. 
Golden Hour Data Systems






2011-2012

Lead System Administrator

San Diego, CA

Helped lead a team of engineers to migrate from physical infrastructure to a complete Cloud environment. 

Maintained a group of Red Hat Enterprise Linux Production Servers and ensured uptime was met in accordance with our SLA’s. 

Installed and managed Cisco ASA 5510’s at both HQ and co-location. 
Performed networking and system security at the annual Air Medical Transport Conference (AMTC).
Worked closely with development and database dept. to ensure their needs were met. 
Iron Wire Technology, LLC
Information Technology Security Consultant





2007-2011
San Diego, CA

Ran security assessments on customers networks.  
Presented security finding and solutions to both executive and technical teams.  
Provided security solutions to customers such as firewall implementation, wireless network hardening, patch management solutions, and enterprise anti-virus. 
Wrote scripts in Perl, Python, and C# to automate redundant operations. 
Provided technical training to I.T. staff on security issues. 
Vector Planning & Services, Inc. 





2007

System Administrator

Naval Air Station North Island, San Diego, CA

System Administrator for legacy DNS Servers and Sidewinder G2 Firewalls
Perform daily maintenance and backups on RedHat Linux DNS Server running BIND

Administer Sidewinder firewall access list.
Update new DNS records submitted by other System Administrators through Remedy. 

Troubleshoot network traffic to determine where traffic is being dropped. 
Booz Allen & Hamilton 






2004-2007

Information Technology Security Consultant

San Diego, CA

Part of Information Assurance Tiger Team conducting vulnerability assessments for

legacy systems to transition into NMCI network

Conducted team wide training to the Information Assurance Tiger Team on ISS Internet

Scanner

Maintain lab which consists of over 10 different Operating Systems which include:

Windows NT/2000/XP/2003, Unix FreeBSD/Solaris/OpenBSD, Linux

Fedora/Redhat/SuSe
Update and backup system images monthly using Norton Ghost
Write Perl scripts to automate tasks that were previously done manually
Run monthly vulnerability scans using the scanner tool Bindview on NMCI network
Perform penetration testing of Navy networks and advise sites of proper system

configuration and security guidelines
Air Force Computer Emergency Response Team (AFCERT)

 2000-2004

Incident Response Team Member

Lackland AFB, San Antonio, TX

Test and development Intrusion Detection System (IDS) strings to alert on attempted

system compromise
Deploy and configure AFCERT cages running RedHat Linux and SNORT for further

investigation of compromised systems

Perform quarterly external vulnerability assessments of all Air Force networks using

ISS internet scanner
Write and develop Internet Security Scanner (ISS) flexchecks using C++
Recommend security policies and computer system configurations to customers in

order to correct all detected poor security practices before a system’s integrity

could be compromised
Lead a team in performing quarterly vulnerability assessments of each major command IP space. 
